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1. Introduction

On the basis of the elements provided in R3-040255, R3-040299 and R3-040411 and in subsequent discussions during the meeting and offline, this document discusses the advantages and drawbacks of the Solutions 1 and 2 described in the Trace TR.

2. Discussion

2.1 Fulfillment of SA5’s Requirements

SA5 has defined the Signalling Based Activation and the Management Based activation Mechanisms as described in subclause 6.0 of the Trace TR.

In some contributions, Solution 1 has been claimed to be a "disguised" Signalling Based Activation. However, this is not the case as, in Signalling Based Activation, the Trace Parameter Propagation is used to forward the Trace Configuration and Control Parameters to other NEs. In Solution 1, the activation of a Trace Session in the RNC is performed using the Trace Parameter Configuration and the Trace Configuration and Control Parameters are not forwarded to other NEs. In fact, the Trace Reference and the UE Identifiers (the only parameters forwarded to the CN Nodes) are considered as Trace Identifiers and not as Trace Configuration and Control Parameters as indicated in the TR in § 6.3 and in TS 32.422.

SA5 has reviewed Solution 2 and "found it acceptable if consistency between Management Systems is ensured by operator".

2.2 Handling of CS and PS Domains

For Solution 1, the RNC will have to configure both its MSC and its SGSN (if Tracing for RABs of both domains is of interest for a particular Trace Session) using the Iu Class 1 procedure mentioned in the step 2 in 6.1.2.2. If, for some reason, one of the CN Nodes rejects this procedure, then the RNC will have to handle this rejection. Several possible behaviours can be foreseen:

· Indicate the rejection to the RNC EM and proceed.

· Retry several times before indicating the rejection to the RNC EM and proceeding.

· Remove the list of UEs to be traced from all the other CN Nodes (using the same procedure) and indicate to the RNC EM that it was not possible to configure this Trace Session

For Solution 2, if Tracing for RABs of both domains is of interest for a particular Trace Session, then both the MSC and the SGSN have to be configured with the list of UEs to be traced by the RNC. Considering that is quite common for an operator to have different vendors for the CS and the PS domain, this would mean intervention of a human operator from the MSC EM and from the SGSN EM.In error situations, the human operator could decide to:
· Ignore the indicated rejection.
· Retry several times at CN Node EM.
· Remove the list of UEs to be traced from the other CN Node. In this case, the operator has to deactivate the Trace Session in the RNC via its EM if the trace configuration of the CN fails, this is however not related to the handling of both domains, but to Solution 2 itself as such an action would also have to be performed in the case of a single CN Node rejecting the configuration via its EM.
2.3 Iu Flex

For Solution 1, the RNC will have to configure all the CN Nodes it is connected to with the list of UEs to be traced by the RNC using the Iu Class 1 procedure mentioned in the step 2 in 6.1.2.2. If, for some reason, a CN Node rejects this procedure, then the RNC will have to handle this rejection. This mechanism already has to be implemented for the non Iu Flex case as the RNC has to be able to handle the possible rejection on either the Iu-cs or the Iu-ps. So, the foreseen extra effort is that error handling and coordination mechanism already existing for the non Iu Flex case has to be generalized to be able to handle more than 2 CN Nodes.

For Solution 2, all the CN Nodes connected to the concerned RNC have to be configured with the list of Equipments to be traced. It has been argued that this extra effort could be minimized by an OAM implementation that would allow to handle all the CN Nodes belonging to the same pool area with the same EM. This is true if the RNC belongs to only one pool area: in this case, there is no extra configuration effort associated to Iu Flex. However, as, according to TS 23.236 (see e.g. figure 1), a given RNC can belong to several pool areas, the Solution 2 would require an additional configuration effort in such network designs. Furthermore, if the solution for error handling is to remove the list of UEs to be traced from the other CN Nodes, this would mean an extra configuration effort in such network designs. So, an extra configuration effort can be foreseen in certain network designs, but it can be considered small or non-existent in most cases.

2.4 Network Sharing

In the case of MOCN (Multi Operator Core Network), in Solution 1, the RNC would automatically send the list of Equipments to be traced to all the CN nodes connected to it, just as it does in the case of Iu Flex. So, no further effort is foreseen.

However, if being impacted in such a manner is unacceptable for some CN operators, then a mechanism has to be found for handling that situation: this can be done by implementing in the RNC a mechanism controlling this flow towards the different operators CN Nodes or this can be as simple as handling the rejection from the CN Nodes of that operator (e.g. based on Criticality "reject" for a Class 1 procedure).

In Solution 2, in order to be able to track a given Equipment type in the RNC, it would mean that the CN Nodes of the different CN Operators would have to be configured with the list of Equipments to be traced. This additional impact would prove to be rather cumbersome from an operational point of view as the RAN Operator would have to ask from the CN Operators to configure their CN Nodes to identify the Equipments to be traced. Furthermore, even a solution with a standardised Itf-N (post-Rel6 potential enhancement) would not work efficiently as the different operators would have different Network Managers for the nodes in their network.

However, in the case one of the CN operators owns the UTRAN and shares it to other CN operators, the Solution 2 will not have any additional impact from the perspective of that RAN/CN operator.

Furthermore, since the CN Operators are in control of what is configured in their CN Nodes, they are able to refuse to configure this list of UEs to be traced. This could be seen by some CN Operators as an advantage.
However, it would be strange for a CN Operator to refuse such a request from a RAN operator as well-functioning UEs and Radio Access Network are in the best interest of both the CN and the RAN operators.

2.5 Source of Mistakes

In the Solution 1, there is no possible source of inconsistency between what is configured in the RAN Node and what is configured in the CN Node(s). It's always possible to have a human mistake while configuring the list of UEs to be traced in the RNC EM.

On the other hand, the Solution 2 introduces a risk of inconsistency as captured in the TR in section 6.1.3.3. This is due to the possibility for human mistake while configuring the list of UEs to be traced in the differents EMs. The risk of human mistake increases with the number of different EMs involved e.g. in some Iu-flex, network sharing cases.
It was argued that implementations could minimise the possibility for mistakes by handling the MMI interface to both EMs on the same terminal. However, this is disregarding the case of most of the existing networks where RAN and CN equipments are provided by different vendors with different implementation choices that may not allow such a facility.

2.6 Complexity

From a specification effort point of view, it is clear that Solution 1 requires an additional effort in RAN3 in a Release 6 timeframe compared to Solution 2 as it requires the definition of a new RANAP procedure.

From a development effort point of view, it is quite difficult to compare the two Solutions as one is relying on existing OAM mechanisms which are implementation-specific. From a high-level point of view, one could assume that the efforts would be quite similar for the CN Node since the needed functionality is quite similar. For solution 2 the CN would however just reuse its already existing OAM functionality for the new parameter “List of equipment to be traced”. The additional functionality is the same and the proposed Solutions are quite similar:

· CN has to be configured with the List of Equipments to be traced in the UTRAN. This is done either using a new RANAP procedure (in Solution 1) or a new parameter in an already existing OAM mechanism (in Solution 2).

· CN analyses the IMEI(SV) of each mobile with an Iu connection and sends a message to the RNC for mobiles that are to be traced.

From the RNC point of view, there would be an additional effort in Solution 1 due to the introduction of the new RANAP procedure used to send the list of Equipments to be traced by the UTRAN to the CN.

In the rare case of a CN Node failure, a mechanism has to be implemented in the RNC to e.g. restore this information in the concerned CN Node or just inform the RNC EM of the situation.

From a configuration effort point of view, the Solution 2 brings an extra burden on the configuration efforts of the Operator as both the RNC and the CN Nodes have to be configured with the List of Equipments to be traced and this cannot be done via a single operation as in Solution 1. As captured in section 2.3 above, there could be an extra configuration effort in some rare Iu Flex scenarios.

3. Conclusion

It is proposed to capture the above analysis in the TR.






















